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ABSTRACT
This chapter provides examples of the politics of managing information in public organizations by studying both its internal and external aspects. Within the organization, politics is involved in structuring decision making, struggles over purchases of hardware and software, interdepartmental sharing of information, and the flow of communications such as e-mail among employees. The chapter analyzes examples of each of these internal aspects of politics. The chapter also discusses evidence concerning whether political appointees or career administrators are more effective as information managers. Externally, the chapter discusses how information management has been used to attempt to achieve greater political accountability through e-reporting and examples of cases where purchasing problems spill over into the realm of external politics such as through attempts to privatize governmental information management function. Certain topics such as municipal broadband systems and information management disasters are highly likely to involve information managers in politics. The attempts to use governmental Web sites as mechanisms to achieve e-governance and greater citizen participation in the political process also make it impossible for information managers to insulate themselves against politics.

INTRODUCTION
The message of this chapter is that information management has always been political and will become increasingly political due to several important trends that are occurring. First of all, information technology has become a central aspect of organizations, so more people care about it. This high interest can lead to struggles over strategic and operational issues. Second, there are emerging issues that push technology into areas that are potentially fraught with politics. For example, many local governments are interested in establishing governmentally supported broadband and wireless areas and these efforts have already resulted in major political battles...
with more likely to come. Also, information management is viewed as a method of obtaining increased citizen participation in the political process through various electronic mechanisms such as governmentally supported online-governance mechanisms such as online rule-making dockets, public Listservs, public blogs, and other forms of computer-mediated communication (CMC). Each of these mechanisms has the potential to achieve positive goals, but they are also fraught with potential for generating political conflict. The underlying premise of this chapter is that information is power and consequently information management is inherently political. Information asymmetries give an advantage of one actor over others (Bellamy, 2000). Maintaining control over information can allow individuals, departments, and organizations to control how successful they appear to others and thus may protect autonomy, job security, and funding. Therefore, in order to provide effective leadership for IT, the generalist and head IT manager will need to actively engage themselves in both internal and external politics. An excellent case illustrating the importance of political issues in managing IT occurred in California. The California Department of Information Technology (DOIT) was eliminated in June of 2002 (Peterson, 2002). The department had been created in 1995 in order to solve the problem of several disastrous contracts in the IT area including a Department of Motor Vehicles (DMV) project that cost over $50 million but never functioned as planned (Peterson). Peterson cites accounts from observers to support the argument that a major reason for the failure was due to the other major agencies that viewed the new department as a threat to their power and lobbied to reduce the authority of the agency in the legislation creating it. In particular, the opponents lobbied to deny the new DOIT control over operations in the legislation creating DOIT. Those with interests opposed to the new DOIT included existing departments that had major authority in the IT field and/or those with large data centers. The opposition was successful so that the legislation limited DOIT’s role mainly to authority over the budget. Consequently, the DOIT did not have control over data centers and was not able to achieve one of its major goals to centralize and consolidate these data centers (Peterson). This lack of operational authority limited its ability to influence other departments as Peterson summarizes:

*Without controlling data centers or California’s telecommunications network, DOIT simply had no juice, some sources argued. Because DOIT didn’t add value to other state agencies, it couldn’t exert any leverage on those agencies. DOIT could present ideas, but it couldn’t make any real contribution to making those ideas happen. In other words, with the Department of Finance controlling IT budget processes, the Department of General Services controlling IT procurement and the state data centers handling computing needs, what was the DOIT’s responsibility?*

Also, according to observers, the head of DOIT was not allowed to sit in on cabinet meetings and there were reported cases of other departments doing “end arounds” concerning the formal requirement for DOIT to approve all major new projects. Another symbol of the weakness of the DOIT was that the governor appointed a new head of e-government who was independent of the DOIT, again lending credence to the perception that the DOIT lacked respect and power. The precipitating event in the death of DOIT was the quick approval by DOIT of a controversial project with the Oracle Corporation that resulted in an investigation and the resignation of several of the state’s top IT officials. The California case illustrates how IT can become enmeshed in both internal and external political issues that I will analyze in this chapter.

In some cases such as those above, politics appears to refer to actions that tend to be viewed by outside observers as narrow-minded and self-
serving. However, it is important to note that I use the term politics in a nonjudgmental manner. Politics can be about money and the “mobilization of bias” as Schattschneider (1983) described it as different forces struggle to prevail. However, politics can also be thought of as the attempt to mobilize resources to achieve public objectives and thus a necessary part of implementing any major project. I agree with Dickerson (2002, p. 52) that politics need not be a “lot of nasty backstabbing and infighting” but is most often about “working and negotiating with others … to get things done.” It can be as simple as practicing good communication skills to keep others informed.

Although information management involves many technical issues, it is important to understand that it involves major political challenges. A large portion of governmental information managers come from technical backgrounds such as computer science and business. They usually have excellent technical skills and they can quickly rise to leadership positions such as chief information officer (CIO). However, decision making concerning the management of information technology requires more than technical knowledge as Towns (2004) notes: “There’s increasing talk that CIO’s don’t need to be technologists because the position’s nature is changing. Project management skills and people skills now mean more to a CIO than IT skills, the argument goes …”

The most important critical success factors involve organizational and political skills that the technologically skilled often lack; however, these skills can be learned. In this chapter, I identify some of the key political problems that are likely to be faced. Many technical staff dislike politics and try to avoid dealing with political dilemmas. Molta (1999, p. 23) says, “engineers and programmers frequently appear oblivious to the strategic issues that keep management awake at night.” He goes on to state that managing information technology is “the most politicized issue of the modern organization” and that technical staff “need to get in the game.” Refraining from politics will lead to more serious problems and result in ineffective management of information technology.

Before the days of the World Wide Web and electronic government, managers and user departments often deferred computing decisions to technical staff because information management was not central to the organization (Lucas, 1984); generalist managers had little knowledge to contest decisions made by technicians. Now, since the information system has become a central concern, user departments often have their own technical staff, and generalist managers may become “technical junkies” (Molta, 1999, p. 24) who keep abreast of technological trends. The result is that information management is a much more prominent issue and the potential to become the source of disagreement. Consequently, technical skills themselves are not sufficient to be effective for information managers to achieve their goals. A study (Overton, Frolick, & Wilkes, 1996) of the implementation of executive information systems found that political concerns were perceived as the biggest obstacles to success. Many people felt threatened by the installation of such systems for a variety of reasons including fears of loss of their jobs and increased “executive scrutiny” (Overton et al., p. 50). Feldman (2002) also sees politics as one of the biggest challenges for technical managers. Feldman (2002, p. 46) observed that technicians often adopt a “bunker mentality” on important technology decisions and fail to take effective steps to achieve their goals. Peled (2000) also argues that information technology leaders need to bolster their politicking skills to boost the rate of their success. A survey (Anonymous, 1994) of over 500 British managers revealed that the majority believe that information flows were constrained by politics and that individuals use information politics for their own advancement. In short, the effective use of political skills is an important component of effective information management.
Over the past decade, computing has become much more important in governmental as well as private organizations. Major decisions about computing have always involved politics. Detailed studies of cities in the 1970s (Laudon, 1974) and 1980s (Danziger, Dutton, Kling, & Kraemer, 1982) demonstrate several cases involving computing and politics. However, computing was less central to public organizations then. Most employees had minimal contact with computing but now routinely employ computer technology in many of their day-to-day practices. They use e-mail, the Internet, and a variety of computer modules to accomplish their tasks. Computing is a central part of their jobs and they care about technology. The development of e-government and the Internet has greatly broadened the end users of governmental information systems so that now they include citizens and groups such as contractors. Information technology now is employed to provide greater forms of accountability to the public such as using computers to derive sophisticated assessments of performance and posting performance measures on the Internet. Many elected chief executives such as governors wanted to be associated with information technology. Coursey (in press) points out, for example, that Jeb Bush wants to be known as an “e-governor.” As a result, information technology decisions are more complex and subject to the influence of external politics.

I analytically differentiate the politics of information management into two major categories: (a) internal organizational politics concerning issues involving organizational members and (b) external politics concerning how the governmental organization relates to its councils or boards, other organizations, external groups, and general citizenry. However, these two forms of politics frequently overlap and influence each other as they did in the California case. I will not be providing many prescriptions to managers on how to behave politically, not only because research about politics is sketchy but also due to the fact that politics is highly contextual. The course of action that should be pursued depends on the complex interplay of political resources of the actors involved, ethical concerns, and legal issues, as well as economic and technical factors. My purpose is to sensitize information managers and generalist administrators to major political issues that are likely to affect IT decisions. I outline examples of both successful and unsuccessful strategies that managers have employed to deal with information politics.

**SOURCES**

This chapter makes use of my own experiences as well as drawing on literature concerning public information management. I found very little formal research in recent years that explicitly focuses on the politics of internal information management. This aspect has not changed since I wrote earlier versions of this chapter. There is a rapidly growing literature on the use of external issues such as the use of the Internet to spur political involvement among citizens. However, my experience shows that internal political issues continue to be pervasive and important for IT managers; most of the major and rigorous academic studies concerning the politics of computing remain those from the mainframe era (e.g., Danziger, 1977; Dutton & Kraemer, 1985). Before IT became pervasive, these early studies by the “Irvine group” demonstrated that political and social factors generally affected how technology was structured and used (e.g., Northrop, Kraemer, Dunkle, & King, 1990). Due to its lack of coverage in traditional academic journals, I make use of periodicals such as computer magazines and newspaper articles concerning computing. Also, many of my examples are based on 25 years of experience in the IT field and also my study of public organizations at the municipal, state, and federal levels.
INFORMATION SYSTEMS AND INTERNAL ORGANIZATIONAL POLITICS

Although almost any decision about computing can become embroiled in politics, my experience is that the most prominent and important political issues involve questions of control and power over the following kinds of decisions.

1. Information management structures: How should information management be structured? Where should control over information be placed in the organizational structure? A related issue concerns what kind of background is most effective preparation for technology department heads—technological or political?

2. Hardware and software acquisitions: What should be the nature of the process? How centralized should it be? Who should be involved? Should outsourcing be used? Should open-source or other preferences be mandated?

3. Information management, information sharing, and interdepartmental relations: What process should be used to determine information sharing and exchange? How will computing influence and be influenced by other aspects of interdepartmental and interorganizational IT issues? How can obstacles to sharing information be overcome?

4. Managing personnel and communication flows: How does computing influence employee relations and communication flows? What, if any, rules and procedures should be established? How do e-mail and other forms of CMC influence communication and organizational politics? How does information technology influence the careers of organizational members?

Although each of these issues has technical aspects, nontechnical issues such as concerns about autonomy and power often prevail. Below, I outline how each of these decision areas involves important political aspects. Many information managers prefer to avoid these political aspects. Likewise, generalist managers such as city managers have often ignored direct involvement in these decisions due to their lack of expertise concerning computers. As a consequence, it has been my experience that persons other than information system or generalist managers often dominate these decisions. Consequently, these issues are often decided without adequate attention from those with the most expertise or broadest perspective.

Information Management Structures

There is no consensus as to the best method of organizing computing. How centralized or decentralized should computing be? There are advantages and disadvantages to the centralization of computing: One major review of the centralization-decentralization debate (King, 1983) concluded that political factors are paramount in decisions on how to structure computing. Business organizations have encountered the same dilemma. Markus (1983) has described how business departments have resisted efforts toward the integration of information systems. Davenport, Eccles, and Prusak (1992) found several reasons behind information politics, including the following: (a) Units that share information fully may lose their reason for existence, and (b) weak divisions may be reluctant to share information when they are sensitive about their performance. Overall, in recent years, there has been an emphasis on the centralization of authority as organizations move toward an enterprise-wide approach in which databases are centrally organized and standards govern the hardware and software systems of organizations.

Where should computing be placed in the organizational structure of a public organization such as a city? Should it be a separate line department,
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a subunit of another department (e.g., budgeting and finance), or a staff unit to the manager or mayor? Should mayors or managers require that the head of computing report directly to them, or should they place a staff member in charge? Except for small organizations, the centrality of today’s computing to all departments would suggest that information management should be in a separate unit and not be structurally placed under another department such as budget and finance. There has been a strong movement at the federal and state levels to establish a CIO to deal with problems of technological issues that cut cross-departmental boundaries and to head efforts at building corporate-wide e-government and intranet systems (Fabris, 1998). However, managers, both computing and generalist, need to think carefully about the implications of these different arrangements and which structure is most likely to meet the needs of the organization. Decisions concerning the structure will be based on a number of factors including the degree of interest of the generalist managers in computing as well as what goals managers have for IT.

Molta (1999, p. 23) defines politics as the “allocation of resources within an organization.” Some departments will want to control their own computing as much as possible through hiring their own IT staff. Eiring (1999, p. 17) defines politics as the “art of negotiation, compromise, and satisfaction,” and urges information management staff to form strategic alliances that are beneficial to the IT cause and to “nurture them as one would a good lasting friendship” (p. 19). Feldman (2002, p. 46) warns that “when departments are doing their own thing—namely hiring their own IT staff—a central IT department is in political trouble.” He goes on to point out that hiring a staff implies unhappiness with the services of the central IT unit. However, in many organizations, it has been common and perhaps necessary for line departments to have staff dedicated to IT. For example, police departments often have their own dedicated systems and staff because of the early development of police information systems, the centrality of computer searches to their function, and the need to have secure and easy exchange with other police departments. When non-IT-department IT staff exist, one political issue is how they should relate to the central IT staff. Feldman (p. 48) argues that the smart strategy is for the central IT staff to offer “to exchange information and support” with non-IT-department staff. By taking these steps, Feldman argues that they can at least establish “dotted line relationships.” Feldman argues further that these non-IT-department technological staff are often isolated and appreciate the support from the central IT department. Anderson, Bikson, Lewis, Moini, and Strauss (2003) found examples of dotted-line relationships in states like Pennsylvania where the formal authority of the state IT head over state agencies was weak: “Additionally, all agency CIO’s have a ‘dotted line’ relationship to the state CIO even though they formally report to their own agency heads; they meet quarterly with him” (p. 23). The only alternative is to try to control all computing from the central IT department, but this strategy can either work very well or turn out to be a disaster (Feldman).

A major rationale for the existence of a CIO (as opposed to a traditional data-processing manager) is that he or she will not be restricted to technical issues but act as a change agent, politician, proactivist, and integrator as well (Pitkin, 1993). The federal government (Koskinen, 1996; Pastore, 1995) has firmly established the use of CIOs in order to improve information management. Will it have a positive impact? Should the CIO model be followed in municipalities and other public organizations? Merely assigning the CIO title does not ensure that these functions will be performed. For example, a study (Pitkin) of CIOs in universities found that, despite their title, CIOs did not view themselves as executives and often do not perform nontechnical roles. Without a push from a CIO, public organizations may fail to make good use of information technology. For
example, one study found that police regularly used their database systems for reports to external agencies but rarely for internal management purposes (Rocheleau, 1993). CIOs and centralized information structures help to fix responsibility and that can mean that they themselves become targets of unhappiness with technological decisions. There are many cases in which CIOs in the private sector have not been viewed favorably by their fellow managers (Freedman, 1994), and CIOs in both the public and private sector are blamed for failures (Cone, 1996; Newcombe, 1995).

With the growth and importance of IT, organizations of moderate to larger size now tend to have an independent IT department (Gurwitt, 1996) because IT is now viewed as infrastructure serving everyone and should not be under control of any single department. Also, because there is now a strong acceptance of the need to have as much standardization of hardware and software as possible, the IT unit is often vested with final approval over major purchasing decisions. However, the California case shows that this centralizing trend is not inevitable or necessarily linear. According to Peterson (2002), the structure recommended to replace the State Department of Information Technology was to decentralize, with the authority of the extinguished department being reassigned to the finance and general-services departments. By way of contrast, a study by Rand Institute researchers (Anderson et al., 2003) recommended a more powerful and centralized department to replace California’s deposed DOIT. However, it is interesting to note that the Rand Institute researchers studied the governance structures of four other states and found that some of the states (e.g., Illinois) had IT structures that were weak in formal authority but nevertheless worked effectively due to the fact that the IT leadership worked through brokering relationships. Likewise, according to the Rand study, Pennsylvania’s system does not vest strong authority in the state CIO, but it depends on successful dotted-line relationships.

Their conclusion is that there is no one best way to organize and that CIOs who have weak formal authority can use their negotiating and brokering skills to be successful. They also argue that management style is important. Successful state IT managers have a style that is “participative, collaborative,” and emphasizes positive “carrots” rather than “sticks” in seeking change (Anderson et al., p. ix). In the California case, the politics of IT involved the legislature and also key vendors, so IT leaders have to practice their communication and political skills on key external as well as internal constituencies. Recently, the head of the National Association of State Chief Information Officers (NASCIO) reported that several state CIOs had told him that they preferred not to report directly to the governor because they wanted to focus on operational issues and avoid partisan politics (Towns, 2005).

In my experience, there is a wide variety in the amount of attention devoted by generalist managers to structural issues concerning computing. In one city, a city manager was very much focused on information management and devoted great attention to decisions made concerning computing by the city, in effect acting as the municipality’s CIO. His focus on information technology enabled him to establish a positive reputation for innovation that helped to secure his next job. When this manager left for another city, he was replaced by another manager who was not especially interested in computing. Devoting great attention to computing can be both productive and counterproductive. The first manager who was heavily involved in computing decisions became embroiled in severe struggles with his new board and organization over IT issues that contributed to his resignation from his new job.

Although there is no single right way of organizing computing, each manager needs to ensure that the structure will provide relevant, timely, and reliable information. Kraemer and King (1976) argue that public executives spend too much of their time on decisions concerning the purchase
of equipment and too little on other important information management issues that have less visibility but are equally important. Kraemer and King emphasize the need for generalist managers to take personal responsibility for computing and to be engaged in the following decisions: how to structure computing, the purposes to be served by computing, and implementation issues such as the goals of computing and the structures used to achieve them.

Some experts (e.g., Severin, 1993) argue that the chief executive officer (CEO) of an organization should also be the true CIO. The former mayor of Indianapolis, Stephen Goldsmith, is an example of a CEO who took charge of the information technology function and instituted a number of important policy changes such as privatizing many IT functions as well as encouraging e-mail from any employees directly to himself (Poulos, 1998). A related issue concerns the question of to what extent the head of IT needs to have a technical background. John Kost (1996) was appointed to be CIO of the state of Michigan by Governor Engler and instituted several policy goals of Engler’s such as the consolidation of state data centers, the establishment of statewide standards, and the reengineering of IT including its procurement process. It is notable that Kost did not have any IT background at all (Kost). Kost maintains that it is more important that the CIO understand the business of government than have a strong technology background. Kost proceeded to do a major reengineering of IT in Michigan and claims that they successfully achieved many of the goals set by Engler. However, if the CIO does not possess strong technological skills as well as institutional knowledge about the IT system, he or she will need to have trusted and reliable staff who do have such skills in order to have the trust and respect of client agencies. One of the problems with the California DOIT was that it had little operational authority and was primarily an oversight agency. Thus, one of the recommendations of Anderson et al. (2003, p. 53) is to “transfer the majority of people with technical skills’” from the finance and other departments to the new IT department so that it would be “properly staffed and positioned to provide technical approval.”

Paul Strassmann served as director of defense information at the defense department from 1991 to 1993 where he was in charge of a $10 billion annual budget for IT and instituted major changes in the procurement process. Strassmann (1995) subsequently published a book entitled The Politics of Information Management in which he argues that managing IT is “primarily a matter of politics and only secondarily a matter of technology” (p. xxv). Strassmann goes on to hold that only the technical aspects of information can be safely delegated to computer specialists. He supports a “federalist approach to information management, delegating maximum authority to those who actually need to use the information” (p. xxix). Strassmann (1995) believes that it is the duty of the CEO to establish general principles: “Without a general consensus about the principles and policies of who does what, when, and how, you cannot create a foundation on which to construct information superiority” (p. 10). He says that the CEO should never delegate the responsibility for information management to a CIO because it is the CEO who must decide how to apply information systems.

In a majority of organizations of large size, there tends to be one or more advisory committees or groups set to assist the IT head in making decisions. In my experience, these advisory groups tend to fall into three categories: (a) end-user groups involving end users who are especially engaged in IT, (b) representatives of departments served by the IT department, who may or may not be heavy end users, and (c) external people who have substantial experience in IT. In Anderson et al.’s (2003) study of four states that are regarded as having successful IT departments (New York, Pennsylvania, Virginia, and Illinois), the state IT units generally had both internal groups made up of the line departments who represent the
end users of IT and an external group consisting of private-sector IT heads who provided their expertise. I have known municipalities to use the same approach, and one municipal IT head told me of how the private-sector committee saved their community money with their advice about telecommunications strategy to obtain low-cost services from vendors. A politically adept CIO can make good use of these committees to build her or his political base.

**Comparison of Politically Appointed vs. Career Administrators**

As I have documented above, political skills are a necessary component of IT management. This has been documented at the federal level in studies of the jobs of federal CIOs carried out by the United States General Accounting Office (U.S. GAO, 2004). Given the importance of politics, would we expect politically appointed or career administrators to be more effective? The GAO study has some support for both positions. The GAO publication outlined what most CIOs considered to be major challenges, and they all involve the use of political skills: (a) implementing effective IT management, (b) obtaining sufficient and relevant resources, (c) communicating and collaborating internally and externally, and (d) managing change.

According to the GAO (2004) report, many thought that politically appointed CIOs would be more successful because they have more clout and access. However, others thought that skilled career administrators would be more successful because “they would be more likely to understand the agency and its culture” (p. 23). Another variable is that politically appointed CIOs (in federal agencies) had a shorter tenure of 19 months vs. 33 months for the career administrator, and the career administrators thought that this gave them a significant advantage because it can take a good deal of time to accomplish major tasks. Concerning their communication and collaboration skills, the GAO report concluded that it is critical for CIOs to employ these abilities to form alliances and build friendships with external organizations:

*Our prior work has shown the importance of communication and collaboration, both within an agency and with its external partners. For example, one of the critical success factors we identified in our CIO guide focuses on the CIO’s ability to establish his or her organization as a central player in the enterprise. Specifically, effective CIO’s—and their supporting organizations—seek to bridge the gap between technology and business by networking informally, forming alliances, and building friendships that help ensure support for information and technology management. In addition, earlier this year we reported that to be a high-performing organization, a federal agency must effectively manage and influence relationships with organizations outside of its direct control. (p. 30)*

Concerning the management of change, the GAO report (2004) found six CIOs (from the private sector) who said that dealing with government culture and bureaucracy was a major challenge and that they had to marshal resources to overcome resistance. A subsequent report by Lewis (2005) comparing political and career federal managers (this concerned all managers, not just CIOs) found that career managers were more successful based on the Bush administration’s Program Assessment Rating Tools. A Federal Computer Week analysis found that only 16 out of 27 CIOs in office in 2004 remained in office in November of 2005 (Lunn, 2005). The most common reasons for leaving the job were to obtain better pay (19%) and a change in administration (16%).

The Federal Computer Week magazine (Hasson, 2004) conducted a survey that obtained responses from 129 CIOs concerning the career vs. political issue and found similar results. Two thirds of the CIOs agreed that the political appointee would have better access and one third
agreed that they would be able to raise the profile of the IT department. One former CIO argued that the political appointee could be more aggressive while the career administrator “had to find a champion” to push projects through the legislature. However, two thirds also thought that the career CIO would have a bigger impact because of the longer tenure. In 2004, there was a number of prominent CIOs who left high-profile public positions, including the top IT officers of the states of Virginia and Florida (Towns, 2004). It is safe to say that in order to be effective, regardless of whether they are political appointees or career administrators, people in these positions will need to exercise effective political skills. Peled (2000) presents two case studies involving information technology leaders in Israel. In one case, a prestigious scientist with outstanding technical skills was called in to solve transportation problems by employing computing technology. This technologist viewed his job in technical terms and attempted to develop a project without communicating with and building support from other key actors. He refused to share information with other departments working on related projects and consequently encountered resistance leading to his resignation and the end of the project. His failure was largely due to deficiencies in communication and lack of knowledge of organizational politics such as the need to obtain support from others in order to develop a project. Peled provides a second case study in which a leader without any major technical skills was able to solve serious problems of building a land-registry database. He used a training system to develop a core of users and people committed to the new database and negotiated with unions about wage demands for using the new system. This leader viewed his project in political terms from the very beginning and this approach helped him to achieve success. The importance of political skills in managing e-government has been confirmed by a study by Corbitt (2000) of the eight factors associated with the failure of e-government projects—only one of these concerned technical problems. The others included the absence of a champion of change, lack of managerial support and attention, poor attitudes toward the IT department, lack of education and training, and a discrepancy between IT staff and the end users of the system. I am not saying that IT skills are not important. Indeed, in the numerous small governments that have only a tiny number of staff, they cannot afford to hire a nontechnical IT manager. Nevertheless, even in these small organizations, political skills are also an essential component to IT leadership.

Politics and the Purchasing Process

As we saw in the California DOIT case, the failure of a large IT system can often embroil an organization in politics, and it is crucial that generalist managers take measures to avoid such disasters. An underlying assumption of the current information resources management theory is that an organization’s information system should be aligned with its business goals. A related assumption is that generalist managers must be involved in procurement and other important decisions. They need to specify what goals and functions should be achieved by purchasing new software and hardware. Sandlin (1996, p. 11) argues that managers need to be on guard for “technological infatuation.” The author points out that generalist managers would never let the transportation departments buy a line of expensive cars, but they often allow equivalent purchases in the IT area. The failure of expensive new computer systems is likely to expose governmental managers to political attacks. Even if knowledge of the failure remains internal, unsuccessful systems can undermine central management, IT, and other departments involved. The problem often begins with the failure of the internal management of the projects. For example, the Federal Retirement Thrift Investment Board fired and sued its contractor, American Management Systems (AMS) of Fairfax, Virginia (Friel, 2001), for breach of
contract. The contractor defended itself by stating that the board had not determined system needs even 3 years after the beginning of the contract (Friel, 2000). The determination of system needs is primarily a managerial issue. The pervasiveness of contract failures has led to what some refer to as a “contract crisis” (Dizard, 2001) with political consequences: “Thanks to new project management techniques, improved oversight, employee training, and contract controls, several state CIO’s reported that project failures are decreasing. But they agreed that the political cost of bungled projects remains high [italics added].”

The U.S. General Accounting Office (2002) studied the Department of Defense Standard Purchasing System and found that 60% of the user population surveyed were dissatisfied with its functionality and performance. If a failed project has high visibility, then often external political issues also develop, but even if not visible to outsiders, failed purchases weaken the credibility of IT staff and thus the purchasing process is one of the most critical areas for managers and IT staff to negotiate.

As end-user computing has grown, end users have enjoyed the freedom to innovate and strong centrifugal forces have resulted. Employees often have strong personal preferences and feelings concerning software and hardware purchases. Part of the ethos of end-user computing is the ability to make your own decisions about software and hardware. Allowing each end user (or end-user department) to make decisions about software is likely to lead to multiple hardware and software platforms.

A potentially major source of politics is developing due to the conflict between open-source software and proprietary software packages such as those of Microsoft. Recently, the CIO of the state of Massachusetts issued a policy that only open-source software would be used and that proprietary software would be phased out by 2007 (Towns, 2005). Other state agencies (e.g., secretary of state) questioned the authority of the CIO to mandate such policies for other agencies, and the state legislature considered a bill that would set up a state task force that would have to approve such mandates (Towns). Microsoft attacked the open-source policy labeling it as discriminatory. The Massachusetts CIO later resigned though the state maintained that it would continue its movement toward the open-source requirement (Butterfield, 2005). The movement to establish enterprise-wide standards as well as the move to open-source software promises to make the jobs of those involved in establishing IT standards politically sensitive in the future.

There are other trade-offs between allowing each department to use its preferred software and hardware vs. centralization. Multiple platforms complicate training, backup, and maintenance, too. The existence of “platform zealots” is not unusual and can lead to conflict (Hayes, 1996). In my experience, these problems with multiple platforms have led certain managers toward establishing a single platform and also centralized control over hardware and software acquisitions. Barrett and Greene (2001) make the point that leaders need to convince the end users of the strong advantages and rationale for the standardization of hardware and software. If they fail to take this step, they are likely to encounter directly or indirectly passive resistance to their policies. In some cases, formal control of IT purchases by the IT department is impossible if the funding source for hardware and software is from another level of government (e.g., state or federal funding). Regardless of what approach is taken, information management and generalist administrators need to provide the centripetal force needed to integrate information management in public organizations. If they do not do it, no one else will. However, this integrating role often runs into stiff resistance and it requires that the manager use powers of persuasion, negotiation, bargaining, and sometimes authority and threats.

Many generalist managers may want to establish standard policies that influence the purchasing
choices of departments, such as the following: (a) Some governments take a position that data-processing functions should be privatized as much as possible, (b) many governments have instituted online purchasing and forms of purchasing pools that departments may be required to adhere to, and (c) some governments are establishing special arrangements with a small number of computer vendors with the idea of achieving advantageous pricing arrangements. Both the federal and many state governments have been revamping the purchasing process with more emphasis on speed and emphasizing value rather than lowest cost (Rocheleau, 2000). Kost (1996) believes that the CIO and CEO need to take charge of the purchasing process if they are to achieve goals such as privatization and “value purchasing”: “For example, a policy advocating privatization is doomed unless the purchasing process allows privatization to occur... An intransigent purchasing director can often do more to thwart the direction of the administration than a policy-maker from the opposite political party” (p. 8).

At the federal level, Strassmann (1995) implemented a corporate information management (CIM) initiative that was aimed at streamlining the military’s information system purchases such as the use of the same systems across the different services. Strassmann enunciated the following principle that the technicians were expected to follow: Enhance existing information systems rather than “opt for new systems development as the preferred choice” (p. 94). In one case, this CIM approach killed an $800 million Air Force system and replaced it with a similar one that was used by the Army (Caldwell, 1992). The Air Force had already spent $28 million on their system and resisted the move. Observers of the process noted that it was a “turf issue” and a GAO report concluded that CIM required centralization and a cultural change that were difficult for the defense department (Caldwell, pp. 12-13).

The acquisition and implementation of new systems often engender resistance. One of the basic principles of planning for new computer systems is to involve the people who will be using the system in its design, testing, and implementation phases. Indeed, there are entire books written concerning the principles of participatory design (Kello, 1996). An apparent example of user resistance occurred in Chicago when a new computer system was introduced to speed the building-permit process. After the system was implemented, lengthy delays drew widespread criticism (Washburn, 1998) and the delays caused a bottleneck during a time of booming construction. The new system tracked permit applications and allowed the scanning of plumbing, electrical, and other plans so that the plans could be viewed simultaneously on several screens. There were some technical problems acknowledged by city officials. For example, some staff had trouble seeing plan details on their screens and on-the-spot corrections were not possible due to the fact that applicants were not present when reviews were done. However, officials argue that many of the complaints were due to the fact that the system had changed the process of handling permits. Permits are now done on a first-in-first-out basis compared to the previous situation where expediters used to “butt into line,” and, consequently, they feared loss of influence under the new system (Washburn). The contention was that the expediters deliberately spread false rumors about extensive delays in an attempt to “torpedo the new system.”

The desire to standardize can create political resistance. For example, vendors who target their products to municipal governments begin with a basic general ledger and finance product and then expand to develop modules for other functions such as the permit and other processes. Managers see advantages to using the same vendor for all of their different modules such as ensuring interoperability among them as well as gaining favorable financial terms. However, in this author’s experience, vendors who have strong financial modules often are weak in other areas and thus the desire to standardize on one vendor’s software
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can lead to problems with end users who do not like these other modules of the vendor. In such cases, it is clear that generalist and information system managers will have to be sensitive to organizational politics and either accept the need for diversity in vendors or employ their personal and political resources to achieve change.

Computing, Sharing Information, and the Politics of Interdepartmental Relations

In addition to purchasing issues, there are many other interdepartmental issues that need to be dealt with by CIOs and generalist managers in order to establish an effective information system. For example, computing creates the possibility of free and easy exchange of information among governmental organizations. However, information is power and organizations tend to be sensitive about giving out information to outsiders, especially if it reflects on the quality of the organization’s operations. Many agencies prefer to maintain autonomy over their data. For example, the author worked on a project with the job training agency of a state agency that was to employ databases drawn from several state agencies to evaluate the state’s job training programs. However, despite obtaining verbal agreements from the top managers of the agency, the lower level programming staff delayed the sharing of data for months. It became clear that they saw our requests as an additional burden on them that would make their job more difficult if such requests were to become routinized.

Building e-commerce systems usually requires the cooperation and sharing of information among a number of different departments. Corbitt (2000, p. 128) conducted a case study of an organization that developed an e-commerce system and found that there were “important political and interest differences” among the departments as well as “differences in perceptions” that caused problems. In particular, Corbitt found competition between the data division and the e-commerce group about what needed to be done and who should exert leadership over it. Corbitt (p. 128) concludes that power is a “very substantial issue affecting implementation success.”

Some new technologies such as geographic information systems (GISs) are forcing changes in computing structures and procedures among departments. Generalist managers may need to act to ensure that appropriate new structures are established. For example, although many geographic information systems are initiated by a single department, the systems are expensive and the software is relevant to many different departments. When Kansas City decided to build a GIS (Murphy, 1995), they found it necessary to form a GIS committee (made up of representatives of four participating departments—public works, water, city development, and finance) to conduct an interdepartmental needs assessment and resolve problems such as how to resolve conflicts in databases and how to minimize database development costs. Although such developments do force structural changes, there is still wide latitude in regard to the nature of the structure. Sharing data can lead to conflict. In a study of the exchange of information between municipal departments such as fire and police, this author (Rocheleau, 1995) found that a large percentage of departments fail to exchange information despite overlaps in their job responsibilities concerning problems like arson and emergencies. I studied one city where the fire department, clerk’s office, and building department all shared information responsibility for entering information about buildings, but each department tended to point their finger at others when mistakes in the data were discovered. A major task of generalist and information managers is to deal with departmental concern with autonomy over the databases. If they defer to the status quo, information management will be less effective. Bringing about the change required to
achieve integration may aggravate such conflicts. Overcoming these obstacles requires negotiating, political, and organizational skills.

Top managers may force the exchange of information via command. However, employees often find ways to resist change. For example, they may provide poor-quality information that renders the exchange useless. Markus and Keil (1994) provide a case study of a new and improved decision-support system designed to help salespersons that failed because it worked counter to underlying organizational incentives. The system was aimed at producing more accurate price quotes, but it hampered the sales staff’s ability to sell systems, their most important goal, so the new system was used little.

The relationship between technology and individual career ambitions can lead to political aspects of information management. Knights and Murray (1994) have conducted one of the few detailed studies of the politics of information technology. In their case study of IT in an insurance company, they concluded that the success and failure of the systems were closely tied to the careers of managers. Consequently, these managers often attempted to control the perception of the success of these systems because perception is reality (Knights & Murray, 1994):

*The secret of success lies in the fact that if enough people believe something is a success then it really is a success ... it was vital for the company and for managerial careers that the pensions project was a success.* (p. 172)

One of the key points made by Knights and Murray (1994) is that computing decisions become inextricably entangled with career ambitions and fears of individual employees and become embroiled in a very personal form of politics. Another detailed case study (Brown, 1998) of the implementation of a new computer system in a hospital found that different groups (the hematology ward, hematology laboratory, and information technology team) had very different perspectives on the reason for the failure of a new computer system. Moreover, each of the three groups used the common goal of patient care to legitimate their view of the system. Brown concludes that the study shows that participants were influenced by “attributional egotism” in which each person and group involved attributes favorable results to their own efforts and unfavorable results to external factors. Similar to Knights and Murray, Brown concludes that many of the actions are taken to protect individual autonomy and discretion.

Grover, Lederer, and Sabherwal (1988) borrowed from the work of Bardach (1977) and Keen (1981) to outline 12 different “games” that are played by those involved in developing new systems. They tested their framework by in-depth interviews with 18 IT professionals who confirmed that these games were played in their organizations. Most of their games involve inter-organizational or interpersonal struggles similar to those I discussed above. For example, they discuss how in the “up for grabs” game, control over a new IT system involves struggles between the IT and other departments. They illustrate what they call the reputational game with a story about an IT manager who projected “a rough exterior” (Grover, Lederer, & Sabherwal, p. 153) in order to reduce demands on the IT department, but this approach led to a coalition against him and the IT department and resulted in the eventual dismissal of the IT manager.

The lesson of the above cases is that, prior to implementing new systems, information managers need to assess the organizational context and determine how proposed systems will be affected by incentives, informal norms, resistance to change and sharing, as well as other forms of organizational politics. A broad stakeholder analysis needs to be done. Many of these factors may be addressed by including end users in the planning process. Managers will often have to be involved in exerting political influence and engage systems outside their direct control in
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order to assure a successful outcome. For example, Kost (1996) describes how the Michigan Department of Transportation decided to change from a mainframe to a client-server environment, and this change endangered the jobs of a dozen mainframe technicians. The logical step was to retrain the mainframe technicians to do the new tasks, but the civil-service rules and regulations required that the mainframe workers be laid off and new employees be recruited to fill the client-server positions. Thus, in order to have an effective information system, generalist and information managers will often have to seek to change rules, procedures, and structures and, at the same time, alleviate as much as possible any perceived negative impacts of change. Still, change may bring information managers inevitably into conflict with other departments.

Computing and Communication Patterns

Information technology such as e-mail can affect organizational communication patterns. Changes in communication flows can be extremely political. For example, if a subordinate communicates sensitive information to others without clearing it with her or his immediate supervisor, strife is likely to result. While he was mayor of Indianapolis, Stephen Goldsmith encouraged every police officer and other public employees to contact him directly via e-mail (Miller, 1995a). He claims to have read 400 e-mail messages a day. Should mayors or managers encourage such use of direct contact from employees? Although such communication can and does occur via phone and face-to-face communication, e-mail communications are different from face-to-face communications—there is less rich information and many people portray themselves differently in e-mail than they do in person.

E-mail has become the dominant form of communication in many organizations and it has implications for organizational politics (Markus, 1994; Rocheleau, 2002b). Markus has shown that e-mail is routinely used as a device to protect employees in games in which they feel it is necessary to “cover your anatomy.” E-mail now provides a digitized trail that can be used to support employees concerning their reasons for doing what they did. Employees often copy e-mail messages to their own or those of other superiors to let people know what they think is necessary, thus attempting to bring more pressure on the recipient of the e-mail (Phillips & Eisenberg, 1996). E-mail is now used for communicating bad news and even conducting negotiations. Many people (McKinnon & Bruns, 1992) are scornful of those who use e-mail for purposes such as reprimands and firings. However, some research now shows that e-mail may work better in communications that involve “dislike or intimidation” (Markus, p. 136).

The establishment of e-mail and other communication policies involves sensitive organizational issues. For example, if one employee sends a printed memo to an employee in another department concerning a matter of interest to his or her bosses, it is often expected that the sending employee will send a copy of the memo to the bosses. Should the same policy hold for e-mail exchanges? Is e-mail more like a formal memo where such a procedure is expected or more like an informal phone call where copying is not done? Such policies will likely lead to debate and perhaps conflict. Generalist and information managers need to be actively involved in making these decisions.

Technical leaders need to realize that keeping others informed in the organization is a crucial task, and devoting time to such communication often needs to take precedence over more technical issues as the following IT director for a local government described:

With the manager—I don’t want any surprises and I don’t want my manager to have any surprises. So if I see it [some problem] coming, I am up
there communicating with him. This morning before you got here, I went to give a heads up to purchasing and to the manager’s office to let them know “hey, this is going to be coming to you” [an unexpected expenditure]. I spend a lot of time doing things like that. ... The complaints that I hear a lot about are that people send things in and the manager’s office doesn’t know what is about. ... So communicating those things to grease the skids, and letting people know that what I would like to have happen—I spend a lot of time on it. And I think it pays big dividends in getting things done.

In short, good political skills concern the ability to communicate effectively with all of the key actors in the IT process from the end users to the top managers.

THE EXTERNAL POLITICS OF INFORMATION MANAGEMENT

There are several ways in which computing can become involved with external politics. Here are some examples.

1. Information technology is being used to determine the performance of governmental organizations as well as the presentation of these performance measures on Web sites. These online evaluative reports (e.g., report cards for school systems) can have much greater visibility and accessibility than previous evaluations and thus e-government can lead to greater citizen involvement. Access of the public to information about the performance of governments and other organizations (e.g., hospitals, health professionals) can often lead to controversy.

2. Legislatures, councils, and boards of public agencies may contest the purchasing decisions of public organizations. Likewise, the award of computer contracts may involve political rewards. In the California case (Anderson et al., 2003), the legislature stepped in to weaken the amount of authority given to the new Department of Information Technology created in 1995, thus ensuring that the General Services Administration and Department of Finance would continue to dominate IT decision making.

3. It is possible that public computer records could be used for political purposes. The information could be used to schedule campaigns or find information that brings candidates into disfavor.

4. Information systems often involve sharing amongst different levels of government as well as private organizations. Often there is conflict among these organizations over basic issues such as how the information system should be structured and what data they should gather.

5. The rise of the World Wide Web and e-government has created the potential for politics. Political issues have erupted over the use of Web sites and other forms of CMC. A wide range of issues have developed such as the use of Web sites to attack governmental officials or their use for advertising purposes.

6. Major computer disasters or failures can bring negative attention to public organizations. These failures both hurt organizational performance and also threaten the jobs of staff.

7. A variety of computing technologies are viewed as a way of increasing citizen participation in government. These include interactive Web sites that allow citizens to easily post comments on proposed rules and other public issues. Public-participation GIS (PPGIS) and Web logs could also be used to achieve enhanced participation but at the same time can lead to controversy and increased conflict.
Online Accountability

The development of computing technology has had an important impact on measuring accountability and presenting this information to the public. Many governmental organizations are now posting information such as report cards of their performance online. The hope and expectation is that using Web sites to make such performance information available will make organizations accountable and also lead to more trust in government. Indeed, Mossberger and Tolbert (2005) have found some limited evidence that use of governmental Web sites has positive effects on perceptions of governmental responsiveness.

The extent to which online information can improve accountability depends in part on the accessibility of information. The Mercatus report (McTigue, Wray, & Ellig, 2004) analyzes accountability information on Web sites by separating them into desirable characteristics, such as breaking the report into downloadable sections (and multiple formats) if it is large, as well as the inclusion of contact information if anyone has questions concerning the report. It is instructive to look at the Mercatus report’s comments on specific government agencies concerning transparency to observe in more depth what kinds of actions the authors regard as providing for good transparency. The U.S. Department of Labor scored highly and the positive comments include the fact that the accountability report is linked to the home page and is downloadable in “multiple PDF documents” (McTigue et al., p. 30), and the authors praise the report for being “clearly written” and providing trend data since 2000, though it notes that more trend data concerning key problems would have improved it. By way of contrast, the report critiques the Department of Health and Human Services (DHHS) for the obscurity of its report, stating that they could only find the report on the department’s Web site via a “circuitous trip.” It also criticizes the report for not providing information about the quality of the data of any of the 600 measures it uses. The Mercatus report acknowledges that an agency’s actual performance may not be correlated directly with the Mercatus score. This brings up the issue of the quality of the data, and the Mercatus report states that the agency should indicate how confident it is in the quality of the data and, to ensure transparency, it should make the data available for independent verification.

The National Center on Educational Outcomes (NCEO) (Thurlow, Wiley, & Bielinski, 2003) assesses the reports done by state education agencies and has been assessing their Web sites for outcome information since 2001. Some of their evaluative criteria refer to the organization of the information on the Web site. Among the criteria they used to assess the state Web site were the following: (a) Are there clear words or links to get to the report on the agency Website, (b) how many clicks did it take to get from the agency’s home page to the disaggregated results, and (c) what is the proximity of data on special education to the data for all students?

One of the major obstacles to the use of accountability efforts has been the argument that comparisons of performance are invalid—no two situations are the same. Consequently, organizations with poorer results have been able to point to factors that differentiate them from better performing organizations (Rocheleau, 2002a). The posting of information on the Internet makes this kind of information much more accessible than in the past when it would likely reside in obscure, hard-to-obtain governmental publications. These increased external forces often lead organizations to adopt strategies for resisting information or manipulating it so that negative information is not available to the public or oversight agencies (Rocheleau). For example, a U.S. General Accounting Office report (2002) found that abuse of nursing-home patients was rarely reported. Indeed, colleges, universities, health-maintenance organizations, and perhaps most organizations take steps to ensure that only
positive information is reported via a number of strategies, especially if the information will affect high-stakes decisions (Bohte & Meier, 2001; Rocheleau). Information is power, and the demand for more external access to performance information makes the job of information management even more political. Now that this information is so accessible, organizations have to deal with demands for access to more information while other units may resist such demands and power struggles over information ensue. For example, the Tennessee teacher unions successfully resisted efforts to make public the scores of individual teachers based on a value-added system developed by the state (Gormely & Weiner, 1999). Other consequences include the likelihood that the data may be “cooked” in order to demonstrate high performance (Rocheleau) and the IT managers may face ethical issues concerning how to handle such situations.

The External Politics of Purchasing and Privatization

Many city managers attempt to defuse controversies over the purchasing process by involving council or board members in developing the proposals. Thus, decisions will not be brought up until strong council or board support exists. Achieving such a consensus may be more difficult these days because board members are more likely to be involved with computing in their own organizations (e.g., Pevtzow, 1989). When computing was restricted to mainframes and data-processing departments, council or board members were less likely to feel knowledgeable and able to challenge purchases. Rocheleau (1994) found that there could be conflicts over purchasing even if there is a consensus on what type of technology to use. Major contracts can be especially controversial during periods of budget strain, and expensive IT contracts may be viewed as taking away from services. For example, some state legislators argued that $52 million of a $90 million contract that California State University had awarded to Peoplesoft should be redirected to educational programs to compensate for cutbacks made by Governor Gray Davis (Foster, 2004). There also may be tensions about whether to purchase from local vendors vs. outside vendors. We saw earlier (Peterson, 2002) that major failures of a large IT project led to the creation of a state IT department, but controversies over another contract (with the Oracle Corporation) led to the end of the department after only 7 years of existence. Major failures in procurement can turn a project that begins as primarily an internal matter into a political football and such failures have led several IT directors to lose their jobs.

The move to privatize information systems can create external conflicts with legislative bodies as well as unions. For example, the state of Connecticut’s administration decided to change the state’s entire system from mainframes to the desktop and hire an external vendor to handle every aspect of the information function (Daniels, 1997). Later, it decided against the outsourcing because of a number of factors such as disputes with the state legislature and the union representing the IT employees, as well as reappraisals of the proposed contracts. Several other states have considered privatization including Indiana, Iowa, and Tennessee. In order to implement such plans, the managers will have to negotiate with legislators and unions in order to reach agreements. For example, the Connecticut administration (Daniels) moved to assure the jobs of the state IT workers for a period of 2 years at the same salary and benefits in order to have the privatization move approved. In more recent times, the cities of Memphis and San Diego have moved to outsource their entire information services function. The absence of unions has facilitated the privatization of the Memphis operation (Feldman, 2000). However, as we have seen above, effective communication and political skills are required for an effective IT system, and turning over the entire operation to a private vendor could disrupt the communication
patterns and power relationships necessary for the system to work smoothly. That is why in many cases the selected vendor often is an organization consisting of former employees or, as in the Memphis case, the winning vendor is expected to hire employees of the former municipal IT department (Feldman). One of the principles that Anderson et al. (2003, p. 31) found in their study of state IT structures was that “states with successful IT initiatives demonstrate commitment to employees during major changes.” In some recent cases (Kahaner, 2004), state governments (e.g., New Jersey and Massachusetts) have passed laws that have outlawed outsourcing of call centers for services such as answering questions concerning electronic benefits like food stamps. The outsourcing would have saved money directly in lower contract costs, but some point to unemployment and other benefits that would have to be paid to the workers who would lose their jobs. In 2004, Florida technology officials became embroiled in a controversial outsourcing (that includes e-government) in which losing bidders complained about the bidding process (Towns, 2004), leading later to the resignation of the Florida CIO. The era of budgetary shortfalls leads to demands that CIO cut budgets and save money (Hoffman, 2004). This situation can lead to failure and resignations when CIOs are unable to meet these cutback expectations as occurred with the CIO of New Hampshire who resigned (Hoffman). Dealing with the implications or even expectations of personnel cutbacks due to IT decisions is one of the most sensitive and important tasks for IT leaders and the generalist administrators of governmental organizations.

Although privatization may be used to achieve positive goals, it can also be used for political rewards and result in problems. One such example occurred when a computer vendor, Management Services of Illinois Inc. (MSI), was found guilty of fraud and bribery connected to the state of Illinois awarding a very favorable contract to them (Pearson & Parsons, 1997). MSI had legally donated more than $270,000 in computer services and cash to Illinois Governor Edgar’s campaign. The jury found that the revised contract had cheated taxpayers of more than $7 million. Campaign donations as well as the flow of governmental and political staff between government and private vendors can influence the awarding of contracts. More recently, there have been some suspicions that politics has been involved in the selection of no-bid contractors for “e-rate” contracts aimed at putting computers and other IT in Chicago’s school system. Among the winners of no-bid contracts was SBC (then headed by Chicago Mayor Richard Daley’s brother) and another company (JDL Technologies) headed by a friend of Reverend Jesse Jackson (Lighty & Rado, 2004).

At the same time that many states and municipalities are exploring the privatization of their information management function, there are several municipalities that are moving to become telecommunication owners and that leads to political controversy. For example, Tacoma’s (Washington) municipal power company is aiming to build and provide cable services to homes and thus put it in competition with the local phone and cable companies (Healey, 1997). Many other cities including several small communities such as Fort Wright (Kentucky) are also planning to build telecommunication networks (Newcombe, 1997) in the United States and are providing telecommunication services for businesses and private homes in their communities. The rationale behind these moves is that the private cable and local phone companies have a poor record of providing up-to-date service (Healey). These moves have often been labeled as socialism and are opposed by the local cable and/or phone companies. However, in the Tacoma case, most local business leaders were backing the municipality because of the desire to have better technology (Healey). Some states (e.g., Texas, Arkansas, and Missouri) have prohibited municipal organizations from becoming telecommunication providers (Healey). The state of California is in the process of privatizing its
state telecom system (Harris, 1998). In Iowa, many municipalities have been laying fiber to deliver cable in competition with cities, and the first suit brought by a phone company was found in favor of the municipality (Harris). More recently, the Supreme Court (Peterson, 2004, p. 27) “upheld the right of states to ban municipalities entering the broadband market.” The Missouri Municipal League had argued that the Federal Telecommunications Act prevented states from passing laws to limit entry into providing services, but the court said that this provision of the law did not apply to governmental units. Thus, politics and the law are integrally related, but there are few fixed principles about law as it affects emerging computer technology.

When local governments decide to pursue broadband, they must be ready to be involved in a whole array of politics and will need to market their position to the public. One strategy of small local governments is to increase the viability of their position by collaboration with other municipalities. In Utah (Perlman, 2003), several municipalities joined together to form UTOPIA (Utah Telecommunications Open Infrastructure Agency) to provide high-speed fiber-optic networks to their communities. However, telephone and cable companies have allied with taxpayer groups to oppose the efforts. Eight of the 18 local governments that supported the initial feasibility study have withdrawn from UTOPIA, and the remainder has committed themselves to taxpayer-backed bonds to finance the required infrastructure. The feasibility issue depends heavily on assumptions about take-up rates: What percent of the targeted businesses and residents buy into the service, and will the project finance itself? According to Perlman, the take-up rate has averaged 40% in those local governments that have put “fiber to the home;” and only a 30% take-up rate is required for the project to pay for itself.

A study by a conservative think-tank researcher (Lenard, 2004) found that none of the municipal entrants into the broadband market had been able to cover their costs and argues that they are not likely to do so in the future either. Defenders of municipal entry see it as a movement to bring services and competition to areas that telecommunication companies have poorly served or totally ignored and that broadband is now infrastructure needed to attract businesses to the community and is thus equivalent to building roads. Brookings researcher Charles Ferguson (2004) has labeled the broadband situation an example of “market failure” due to a lack of real competition. Defenders would argue that, by entering the market, municipalities will provide the competition to obtain the quality services that have been denied them. Lenard argues that the competitiveness of the telecom industry makes it likely that the private sector will meet these needs without governmental involvement. In short, the debate over local governmental provision of Internet services goes to the very heart of what government should be doing.

More recently, a similar controversy has erupted over the desire on the part of some local governments to provide “hotspots” or WI-FI (wireless fidelity) zones in downtown areas. These local governments view the provision of WI-FI capability as a service to their citizens as well as a way of assisting economic development. Opponents of municipal provision of hotspots view it as inappropriate public-sector competition with a service that is available from the private sector. For example, Philadelphia stated its intention to provide wireless service at very low prices (Peterson, 2005). A bill passed both houses of the legislature aimed at preventing other communities from taking similar steps (Peterson). In short, it is becoming clear that, although many information managers prefer to avoid controversy, telecommunications issues such as broadband and wireless may make it impossible for IT staff and governmental officials to avoid making politically sensitive decisions.
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Computer Disasters and Information Management

It is likely that the majority of computer problems and disasters remain unknown to the public and even legislative bodies. However, certain disasters have so much impact on key operations that they do become public and create crises for generalist and information managers. For example, the delay in the opening of the new Denver Airport was due to software problems controlling the baggage system. Likewise, the state of Illinois’ Medicaid program encountered many failures of the computer system with the system assigning patients to inappropriate health care providers (Krol, 1994).

Many disasters are beyond the control of managers and there is little they can do other than plan for emergencies. However, in many cases, disasters appear to result from overly high expectations for new computer systems and a lack of understanding on how difficult it is to implement a new system. This author has reviewed a large number of computer problems and failures (Rocheleau, 1997). Both the Federal Aviation Administration (FAA) and Internal Revenue Service (IRS) have experienced major failures that have led to threats from Congress to defund systems (Cone, 1998). Another example is the state of Florida’s new human-services system that encountered much higher-than-projected costs and slower-than-expected implementation (Kidd, 1995). The perceived disaster led to the loss of the job of the state official in charge of the new system along with threatened legal action. However, over the long run, it appears that the system actually worked and has helped to reduce costs. Information management officials need to ensure that executives and the public have realistic expectations of system costs and performance. Computer problems and disasters are likely to occur more often as computing becomes central to governmental performance and communication with its constituents. In these situations, managers cannot avoid dealing with computing even if they have removed themselves from any decisions concerning it.

In contrast to the disaster cases, some politicians and managers make use of notable achievements in computing to boost their reputation for innovation and effectiveness. However, it can be dangerous for politicians or managers to claim success for large-scale new systems until the systems have been fully implemented and tested. For example, a former state of Illinois comptroller introduced a powerful new computer system that was aimed at speeding the issuance of checks as well as improving access to online information during June of 1997 (Manier, 1997). Soon afterward, there were complaints that checks were arriving behind schedule and that matters had not improved (Ziegler, 1997). The agency stated that it was just taking time for workers to get used to the new system. This is one case where there does appear to be a clear prescriptive lesson for managers: New computer systems that are large scale and introduce major changes usually experience significant start-up problems and claims of success should be muted until success can be proven.

Information Management and Interorganizational Struggles

Many of our largest governmental programs involve complex arrangements where administration and funding are shared by federal, state, and local governments. These governments are often at odds over how they view information systems. For example, the welfare-reform legislation passed in 1996 led to needed changes in how state and local governments gathered and analyzed data. Since welfare recipients move from state to state, the new welfare time limits require states to share and redesign their systems so they can calculate time periods on welfare and whether a recipient has exceeded state or federal limits (5 years total and 2 years consecutively for federal limits).
Prior systems were oriented to yearly information and were concerned only with welfare activities in their own state. The federal government has established data-reporting requirements that many states view as burdensome and unnecessary (Newcombe, 1998). For example, they have to monitor the school attendance of teenage mothers and that requires sharing information with independent local school districts. The quality of the data submitted by the states is also an issue (Newcombe). The very purposes of the federal and state systems can be somewhat at odds. The federal government wants to use the system to determine the overall success of the program and to be able to compare the performance of states. The state governments often are opposed to the increase in the number of data elements required from 68 to 178 and the costs of gathering much new information (Newcombe). Similar disagreements can occur between state and local governments with the latter often feeling that states are too autocratic in how they implement information systems. The resolution of such disagreements will involve conflict and bargaining with creative solutions sought that meet the primary needs of all involved.

Schoech, Jensen, Fulks, and Smith (1998) provide a case study of a volunteer group in Arlington, Texas, who tried to create a data bank aimed at helping reduce alcohol and drug abuse. This volunteer group “discovered the politics of information.” Hospitals opposed the identification of drug-affected births. When agency personnel changed, permission for access to the data had to be obtained over again. Changes in the structure of government and functions of office also led to the need to start again. They found that data gathering was not a high priority for other agencies involved and access to data was often delayed or not forthcoming.

The Center for Technology in Government (CTG) has conducted several case studies concerning the development of information systems that require the cooperation of several organizations. One case study involved the development of an information system for the homeless. First, several different actors needed to be involved in the development of the system including the New York State Office of Temporary and Disability Assistance, the Bureau of Shelter Assistance, the New York City Department of Homeless, the Office of Children and Family Services, the Department of Health, the Department of Labor, the Office of Alcohol and Substance Abuse Services, and the Division of Parole, and many independent nonprofit organizations contribute to and use information on the system. The huge number of actors meant that the development of the system had to be very deliberate and the first priority was to develop a sense of trust amongst them first before getting into technical design (CTG, 2000). The new information system was to be used to help set goals and thus affect evaluation. Consequently, there were issues that had to be settled about how ambitious to make goals. Consensus had to be forged on key definitions such as the “date of admittance” into the system because these definitions were important to funding of the end users of the system. Some agencies wanted a more detailed listing of ethnic options than others due to their federal funding requirements, so this detail needed to be negotiated, too. The basic points of this case study are that negotiation and trust are essential to the creation of interorganizational and intergovernmental systems. Organizations that believe that their financial interests and viability will be threatened by a new system will resist it regardless of how rational and sensible the policy looks on paper.

Another CTG (1999) study focused on attempts to build integrated criminal-justice systems. It found many conflicts over budgets, organizational relationships, and procedures. CTG concluded that these problems were not technical in nature but due to “conflicting visions” related to organizational and political interests. It also found that trust, participation, and understanding of the business were among those elements required for success.
To achieve buy-in, they had to pay much attention to “interests and incentives” and use marketing and selling techniques. Political pressures played an important role in some cases. The study found that “turf is the biggest killer of integration”: “Protecting turf can be particularly important when the potential loss of autonomy or control could benefit other agencies that are political or institutional adversaries” (p. 11).

There was also a need for a champion of the system who had major organizational or political influence that allowed this person to overcome the political barriers to integration. Bellamy (2000) found very similar results in a review of attempts to create criminal-justice systems in England. Although technical skills are always useful and sometimes essential, the development of successful interorganizational systems necessitates major use of political skills and resources. The Anderson et al. (2003) study of four states found that it was important to have general executive leaders who are champions of IT:

*States with exemplary IT practices have executive leadership (governor and state CIO) who are champions of IT initiatives. All four of the states we visited exemplify this characteristic. These leaders emphasize the value of IT for the state in performing its missions. They view IT as an investment, rather than a cost … (p. 33)*

These studies and other literature on IT have two important implications: (1) Generalist administrators who want to have successful IT programs need to be engaged in IT, and (2) IT heads need to cultivate support from generalist administrators.

One of the current trends in information technology management is to encourage the easy sharing of information and to bring an end to information silos. Thus, states such as Pennsylvania (Chabrow, 2005) have hired deputy chief information officers with one of the major goals of their jobs being to enhance IT effectiveness by coordinating budgeting across agencies that share common functions (so-called communities of practice). For example, several agencies may have e-payment systems that could share a single application. Forcing agencies to share common applications is likely to lead to tension and political battles.

In some cases, the use of computing may help to reduce the amount of ad hominem politics and give more attention to the underlying facts of cases in development decisions (Dutton & Kraemer, 1985). They found that the computing models did not eliminate politics. Developers and antidevelopers employed competing models with different assumptions. However, the focus on the computer models helped to direct attention to facts of the case and away from personalities and unverifiable assumptions, thus facilitating compromise and agreement.

**Information Management and the Politics of Databases**

Most information managers prefer to avoid the release of information with political implications. However, often they cannot avoid releasing such information and need to have a defensible policy in this regard. The New York State Attorney General’s Office (Yates, 2001) plan to track flows of donations to victims of the September 11th tragedy was resisted by organizations such as the Red Cross due to privacy and confidentiality issues. The Freedom of Information Act (FOIA) covers computer records in most states. Issues of privacy and public interest often collide and managers are often forced to make difficult choices. Although these problems existed prior to computers, the existence of computing has made it possible for outsiders to conduct very detailed critiques of the practices of public agencies with emphasis on pointing out their failures and questionable decisions. For example, the *Chicago Tribune* did a reanalysis of computerized information from the Illinois Department of Public Aid to do an
exposé of fraud and waste in its Medicaid system (Brodt, Possley, & Jones, 1993). The extent, magnitude, and speed of their analysis would have been impossible without access to computerized records. Consequently, it is not surprising that many governmental agencies resist FOIA requests. A series of articles (e.g., Mitchell, 1999) by the News-Gazette newspaper in Illinois revealed that many resist FOIA using a variety of reasons such as the fact that they would have to create a new document. The existence of a good computerized system can serve to weaken the argument that the obtaining of records would pose too great a burden on the governmental agency.

Generalist and information managers picture technology as a way to better services, but they should be aware that the same technologies and databases can be employed for political purposes. For example, many municipal and state governments are now constructing powerful geographic information systems that are aimed at improving services to citizens through the mapping of integrated databases. However, GISs and their data are now being used for “cyber ward heeling” in the 1990s and facilitate such traditional functions like the mapping of volunteers, canvassing of voters, and location of rally sites (Novotny & Jacobs, 1997). Politicians are likely to seek data from these public information systems to conduct their political campaigns. For example, databases allow the targeting of campaigns so that candidates can use several different messages and conduct “stealth campaigns” without alerting their opponents. Thus, the more powerful and information rich local GISs become, the more attractive they will be as databases for political activities, which could lead to controversy.

**Online Computer-Mediated Communication**

The impact of the World Wide Web has especially important implications for politics. Researchers such as Robert Putnam (1995) point out a substantial decrease in some forms of civic participation on the part of the public. Many people are frightened to speak at public hearings. The Web offers a way of increasing public participation in community decisions (Alexander & Grubbs, 1998). Many people see us entering a new age of cyberdemocracy (Stahlman, 1995). Shy people and stutterers would be able to provide testimony electronically and their arguments would be judged based on content rather than their appearance or public speaking skills (Conte, 1995). Municipalities may help to develop useful networks such as senior-citizen discussions. Parents can use the system to update themselves on student homework assignments. However, as noted above, there are several drawbacks to teledemocracy and the development of interactive Internet applications.

- There is less inhibition in telecommunications than in in-person communications against intemperate statements. Consequently, electronic forums often degenerate into “flaming” wars. The originator of the Santa Monica (California) online discussion system argued that, if he were to do it over again, he would like to have a moderator for the system and charge user fees (Conte, 1995; Schuler, 1995).
- Some people lack the computing technology and/or skills to participate in these electronic discussions (Wilhelm, 1997).
- It is feared by some that easing access to public testimony and input to public officials may result in such a massive and discordant amount of input that democracy would be stymied and that gridlock would increase.
- The Internet raises fears about privacy. Efforts to improve access can often lead to resistance. For example, the Social Security Administration (SSA) made interactive benefits estimates available over the Internet but was forced to withdraw the service due to privacy issues (James, 1997; United States
General Accounting Office, 1997). Social Security numbers are not very private and all someone needed was the number plus the recipient’s state of birth and mother’s maiden name to gain access to earnings and benefits information.

- Public online systems may become campaign vehicles for certain politicians.

A detailed account (Schmitz, 1997) of a discussion group concerning homelessness on Santa Monica’s PEN system made the following points about the successes and failures of online groups: (a) The discussion group was successful in bringing people who would never have engaged in face-to-face meetings together for discussion purposes on an equal basis, but (b) electronic media demand keyboarding and writing skills. Thus, there are many obstacles to the successful participation of the poor. One recent study by Gregson (1997) found that even politically active citizens were not able to transfer their activism to a community network without substantial training and experience. Hale (2004) did a study of the use of neighborhood Web pages, and his overall assessment was that the overall usage rates were low and that consequently these pages were not meeting the hope that they might help to “revitalize democracy.”

Both generalists and information management staff need to give careful consideration to the possibilities and drawbacks of teledemocracy. If they decide to support electronic discussion groups, should they employ a moderator and, if so, who should act as a moderator? Would a moderator’s censoring of input be a violation of the right to free speech? Fernback (1997) argues that most people accept moderation not as “prior restraint but as a concession” for the good of the collectivity. How can the argument that teledemocracy is elitist be handled? Is the provision of public places (e.g., in libraries) for electronic input sufficient to deal with this objection? In this author’s experience, I have found strong resistance to the establishment of on-line discussion groups. Many local governmental officials believe that such communication is likely to result in contentious and strident behavior. Some also feel that increased participation would make governmental decision making slower and more difficult. Thus, West’s (2001) finding that few governmental agencies allowed interactivity such as the posting of online messages, much less online discussion groups, may not be merely the result of their lack of technological sophistication, but may also be due to a calculated reluctance to sponsor CMC.

The Politics of Web Sites and Other Online Information

The creation of Web sites has produced a whole new set of opportunities for politics to occur. What kinds of information should be online? Who should decide what information should be online? These are issues that have been highlighted by the Web. Before, most public information resided in reports that few had access to or even knew existed. The ease of online access has changed that situation and can lead to controversies that would not have existed when information was restricted to paper reports. As a result of the events of September 11th, some U.S. agencies have pulled from their Web sites information on hazardous waste sites. To many, these actions make good sense, but others have pointed out that the chemical industry has tried to keep such information private and that public access to this information can help to save lives (“Access to Government Information Post September 11th,” 2002). The New York Attorney General’s Office began to develop a database to track the distribution of money donated to victims of the attack, but the Red Cross raised privacy concerns (Yates, 2001). Placing some information on governmental Web sites can result in jeopardy for government officials. A U.S. Geological Survey contract employee was allegedly fired for posting a map on the U.S. government Web site that identified areas of the
Arctic national wildlife as moose calving areas that the Bush administration would like to open to oil exploration (Wiggins, 2001). Recently, the American Education Association and American Library Association (Monastersky, 2004) have accused the Bush administration of politics in deleting information from its Web site and cited an internal memo that it was policy to remove information that was outdated or did not “reflect the priorities of the Administration.” Thus, putting up certain information or omitting information from Web sites can become a controversial and political issue.

A related issue is to what extent should Web sites of governments act as, in effect, a campaign Web site for the top elected officials? There is great variability in state and local governments, but some governmental home pages appear to be campaign sites with photos of the top-level officials and their personal positions, and accomplishments of the elected official dominating much of the page. Such activities can stimulate opposition to political uses, and Franzel and Coursey (2004) report that the state of Florida banned the placement of almost any information other than basic personal and legal information on their Web sites. Coursey (in press) cites an interesting example in which Governor Jeb Bush ordered an e-mail link be placed at the top of all of the state’s Web pages, but that led to thousands of responses that could not be answered in a timely fashion and the policy was eventually reversed.

Should advertising by private businesses be allowed on governmental sites? Many governments are resisting advertising. Some of the most successful such as Honolulu (Peterson, 2000) have used advertising to fund advanced electronic governmental systems but few others have followed. Honolulu put out a banner for a bank on its Web site. Peterson cites other governments as either being interested in advertising or not depending on whether they see it as necessary for funding. Decisions about opening government sites to advertising will involve ethical and practical issues.

Even decisions about what links to have on Web sites can become involved in political and legal controversy. A court case was brought by an online newsletter (The Putnam Pit) against the city of Cookville, Tennessee, due to its failure to provide a link to the newsletter despite the fact that several other for-profit and nonprofit organizations were linked to from the city’s Web site (Anonymous, 2001). Many governments avoid making such links. The consensus is that if governments do make links, they need to have a carefully thought-out (nonarbitrary) policy for doing so.

E-Governance Issues

There is a large and rapidly growing literature about how IT will affect and change the nature of political decision making as well as partisan politics. I will note some significant aspects of how e-governance can affect those who manage IT. E-governance is defined by Carlitz and Gunn (2002, p. 389) as the “use of computer networks to permit expanded public involvement in policy deliberations.” One particular form of e-governance is to create an e-docket that is aimed at increasing participation in the creation of administrative rules so that they will be less likely to be challenged in courts. Coglianese (2004, p. 2) has defined e-rule-making as “the use of digital technologies in the development and implementation of regulations.” He argues that IT may help streamline processes and allow agency staff to “retrieve and analyze vast quantities of information from diverse sources.” He cites early examples of rule making such as the Bureau of Land Management’s scanning of 30,000 comments concerning a proposed rangelands rule. Coglianese describes how the Department of Transportation and Environmental Protection Administration (EPA) created entire e-docket systems that provide “access to all comments, studies,
and documents that are available to the public.” Indeed, the EPA has been designated the managing partner in an interagency project to establish a common Internet site for all federal regulatory issues to help the public find and comment on proposed regulations. There is a governmental Web site that describes this initiative at http://www.regulations.gov/images/eRuleFactSheet.pdf and has links to all of the federal-agency e-rule-making sites. Carlitz and Gunn (2002) have described how the e-rule-making process ideally would work:

An online dialogue takes place over a several week period. The dialogue is asynchronous, so participants can take part at their convenience, with ample time to reflect on background materials and the postings of other participants. Although in our experience a properly structured event is typically very civil, the dialogue is moderated to deal with the rare cases in which the discussion becomes too heated and to help keep the conversation focused. (p. 396)

However, the authors go on to acknowledge that there are many legal concerns about abridgement of First Amendment rights through attempts to moderate discussions and make them more civil. Carlitz and Gunn (2002, p. 398) said they were advised by the EPA’s Office of General Counsel not to use their “usual prerogatives” as moderators because of these legal concerns, though they note that other departments have taken different positions.

A more recent study by Shulman (2005) raises serious questions about the ability of e-rule-making’s ability to contribute useful input to the rule-making process. He studied randomly selected electronic contributions to e-rule-making and found that e-mail contributions give little deliberative input. The vast majority (more than 98%) of electronic contributions were exact or almost exact duplicates of form letters with little in the way of additions. Moreover, the process used by the private outfits to analyze the electronic communications is likely to miss the few meaningful contributions according to Shulman. He concludes that the few thoughtful communications are likely to be drowned out by the huge electronic output.

Concerning the local-government level, Chen (2004) studied the involvement of local officials with e-mail and the Internet in the Silicon Valley area. She surveyed city and county officials. Her findings were somewhat surprising to me in that they found that these officials rated e-mail ahead of traditional “snail mail” in importance to their office, though the absolute differences were small.

It is surprising to me because I would think that the act of writing and mailing a letter takes considerably more effort than sending an e-mail message so that letters would be assigned a higher priority by officials. However, Chen also found that only 9% of the officials checked their own e-mail, leaving this to their assistants. The burden of incoming e-mail was relatively small compared to the huge amount that goes to members of Congress—just over 50% said they got more than 50 e-mails per day (Chen). Although they used e-mail to communicate with the public, they were careful about using broadcast features of e-mail that would allow them to send mass mailings to the public because of the resentment that spam can cause in citizens. Many governmental sites now do provide the voluntary opportunity for residents to sign up for various forms of electronic communication. In Chen’s study, some local officials had suffered from “spoofing” in which opponents sent offensive messages to the public that appeared to embarrass them. The overall assessment of e-mail contact by most local officials was that e-mail is useful once a good relationship had been established via in-person or phone contact.

A study by Ferber, Foltz, and Pugliese (2003) of state Web sites found few interactive political input opportunities such as public forums, chat rooms, or Listservs. Similar to my expectations, Ferber et al. put less weight on e-mail communications than
One of the issues politicians have with e-mail is that it is difficult if not impossible to determine the location of the e-mailers and thus politicians do not know if the e-mailers live in their political districts. One approach to this problem is to require that the person fill out a Web form giving his or her address prior to accepting the electronic communication. However, as Ferber et al. note, the vision of computer-generated e-mails receiving computer-generated responses does not meet what constitute “increased democratic participation in the political process.”

There are a number of other developments in which IT is being used to encourage greater participation on the part of the public. For example, public-participation GISs are now being designed to enhance citizen participation by allowing members of the public to be able to visualize consequences of development decisions by studying maps and accompanying images (Krygier, 1998). Likewise, blogs (logs of individual opinions on issues recorded on the Internet) are being employed by some managers and could be used by governments to provide an additional method for citizens to express their viewpoints about public issues. The use of blogs in government has been rare until now. The State of Utah CIO (Harris, 2005) offered blogs to employees in order to encourage more open communication. However, much of the material in such blogs appears to have high public-relations content, and if the blog becomes the subject of political controversy, the blog may be ended. For example, a blog established by a metropolitan transportation-planning agency in Orlando, Florida, ended its blog when the blog was used by opponents to attack the policies of the agency as well as the agency’s officials (Crotty, Dyer, & Jacobs, 2005).

Failure to become engaged and knowledgeable about internal politics can undermine the efficacy of information managers. I know of cases in which managers with good technical skills lost their jobs due to their failure to master organizational politics. Information managers need to negotiate, bargain, dicker, and haggle with other departments. They may need to form coalitions and engage in logrolling in order to achieve their goals. A good information manager needs good political skills to be effective. I have drawn from a number of resources to illustrate the politics of information management, but there exists little systematic research concerning the topic as Strassmann (1995) has pointed out. We need more research concerning the crucial issue—both in-depth qualitative case studies and surveys concerning how managers employ politics in their dealings with information technology.

The lessons of our review are clear. As Fountain (2001) has pointed out, generalist managers can no longer afford to ignore IT. Fountain sees the urgency for generalist-administrator involvement:

Public executives and managers in networked environments can no longer afford the luxury of relegating technology matters to technical staff. Many issues that appear to be exclusively technical are also deeply political and strategic in nature. In some cases, new use of technology furthers an existing agency or program mission. But in others, using the Internet can play a transformative role...
and lead to expansion or rethinking of mission and change in internal and external boundaries, accountability, and jurisdiction. (p. 249)

Likewise, IT managers can no longer afford to ignore politics. Internal political issues such as those I have discussed above (structures, purchasing, sharing information, and electronic communication) have become so central that managers will find that questions about these issues demand attention and decision. External political issues will continue to grow in number and importance as the Web and cyberpolitics become more prominent. For better or worse, information managers are going to have to possess effective political skills.
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